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各单位:
我校拟于2026年招标校园一卡通超融合设备采购项目，现面向你单位征询相关意见，请各单位根据项目要求及市场情况填写调查表格并提出反馈意见和建议，最迟请于2026年2月10日之前反馈至邮箱zqing@ahjzu.edu.cn，谢谢!

安徽建筑大学信息网络中心
2026年1月15 日

单位名称（公章）：
联系人及联系方式：

附件1：项目情况概述
一、项目名称：校园一卡通超融合设备采购项目
二、预算金额：92万元
三、项目概况：
项目为满足学校算力增长需求，弥补设备老化带来的算力缺口，旨在通过部署超融合平台及配套网络设备，构建高效、安全、智能的信息化基础设施。项目基于超融合架构，整合计算、存储、网络虚拟化资源，提供统一运维、安全可靠的管理平台。本次预期购买5台超融合服务器及配件。
项目使用银校合作资金采购设备，用于替代现有一卡通超融合平台，并将替换的算力硬件作为算力扩容。在确保核心业务运行在新设备的同时充分利用旧设备；
为确保软硬件供应链安全，考虑逐步将现有算力平台向国产化平台转变。
四、付款方式
验收合格后一次性付清。
注：（1）预付款担保均须满足无条件见索即付条件；（2）中标人未按规定提供预付款担保的，视为放弃预付款。

五、项目技术方案
本项目旨在为学校构建一个高性能、高可用、易扩展的新一代IT基础架构平台。通过部署五个节点的超融合集群，并配备全冗余的网络交换设备，整合现有计算与存储资源，为各类业务应用提供统一、稳定、高效的运行环境，实现IT资源的敏捷交付与简化运维。

(1) 主要技术参数调研
	序号
	名称
	产品描述
	数量
	单位

	1
	▲超融合一体机
	一、硬件及性能参数
1.CPU：标准X86架构，每台服务器至少含两颗CPU，单颗CPU主频≥2.5GHz，单颗CPU核数≥32核；
2.内存：内存总容量≥ 512GB（64G*8） DDR5 5600；
3.硬盘：至少2块480GB SSD系统盘、2块3.84TB NVME SSD 固态缓存盘、SATA机械盘,总容量≥ 64TB，总硬盘槽位不少于12个；
4.接口：至少具备4个千兆电口、4个万兆光口，4个USB口，1个VGA口；（含对应数量的万兆光模块）
5.2U标准机架尺寸，配备冗余电源。

二、功能要求
（一）计算虚拟化模块：(含10颗CPU授权)
1.在超融合管理平台界面上提供虚拟机删除、开关机、挂起与恢复、重启、关闭、关闭电源、克隆、迁移、备份、模板导出、快照、标签管理等功能，并支持批量操作；
2.★支持物理机上的 USB 映射给虚拟机使用，且虚拟机迁移或故障迁移到其他主机上也能自动映射 USB 设备。（投标文件中提供第三方检测机构出具的带有CMA或CNAS标志的检测报告扫描件）;
3.为避免主机假死导致系列问题发生，支持识别假死主机并标签为亚健康主机，通过邮件或短信告警提醒用户进行处理，并限制重要业务在亚健康主机上运行，规避风险；
4.为减少硬件问题对业务的影响，支持内存ECC自动纠错机制，当扫描到物理主机的内存条出现ECC、CE和UE错误时，能够将对应内存空间进行隔离并定位故障内存的槽位；
5.支持虚拟机动态资源添加操作，可以通过阈值设置查看CPU和内存资源利用率，可以对虚拟机的CPU和内存使用不足时进行自动为虚拟机添加CPU 和内存资源，可以保存虚拟机动态资源添加操作；
6.★支持UPS联动，为尽可能保障断电场景下的业务，可在市电断电时通过UPS临时供应电量，当UPS电量过低时，按照虚拟机优先级先将不重要的虚拟机进行软关机。（投标文件中提供第三方检测机构出具的带有CMA或CNAS标志的检测报告扫描件）

（二）存储虚拟化模块：(含10颗CPU授权)
1.支持进行数据重建操作，重建速率达到30分钟/TB；重建过程中可以查看数据重建任务列表信息，包括对象名称、对象类型、数据量和优先级等；
2.★由于磁盘卡慢盘可能拖累平台性能导致业务卡顿，需针对卡慢磁盘进行自动隔离并重建数据，恢复业务性能，并在界面提示告警信息及磁盘隔离原因；（投标文件中提供第三方检测机构出具的带有CMA或CNAS标志的检测报告扫描件）
3.★为保障业务数据不丢失，支持坏道扫描功能，由用户设置扫描的时间段定期对集群的硬盘进行扫描，及时发现潜藏的坏道；（投标文件中提供第三方检测机构出具的带有CMA或CNAS标志的检测报告扫描件）

（三）网络虚拟化模块：(含10颗CPU授权)
1.在管理平台上可以通过拖拽虚拟设备图标和连线就能完成网络拓扑的构建，快速的实现整个业务逻辑，并且可以连接、开启、关闭虚拟网络设备，支持对整个平台虚拟设备实现统一的管理，提升运维管理的工作效率；
2.★超融合需提供网络可视化组件，可在图形化界面上观察到所有虚拟机的流量走向与访问关系，包括源对象、源IP、目标对象、目的IP、访问次数、服务类型、动作等；（投标文件中提供第三方检测机构出具的带有CMA或CNAS标志的检测报告扫描件）
3.为便捷策略管理，分布式防火墙可进行创建策略操作，可以对已创建策略进行设置；
4.超融合需提供网络可视化组件，可在图形化界面上观察到所有虚拟机的流量走向与访问关系，包括源对象、源IP、目标对象、目的IP、访问次数、服务类型、动作等；

（四）安全虚拟化模块：(含10颗CPU授权)
1. 基于虚拟化业务安全考虑，安全虚拟化软件应内置于超融合云平台中，产品须具备与本次所投超融合云平台联动，达到最佳安全效果的能力;配置终端安全防护软件授权；配置数量不少于120套云防火墙（可隔离和限制虚拟机间相互访问的权限），单套性能不低于1Gbps。
2.★终端安全防护软件在超融合云平台上无需界面跳转即可实现安全统一管理，包括资产管理、安全事件管理、漏洞管理、网络攻击防护等；（投标文件中提供第三方检测机构出具的带有CMA或CNAS标志的检测报告扫描件）
3.基于超融合云平台网络安全考虑，终端安全防护软件需具有分布式七层网络攻击防护能力；具有以虚拟机为粒度，对指定虚拟机、批量虚拟机、指定IP、指定IP范围开启网络防护功能，且不因IP地址变更或迁移等情况导致安全能力失效；
4.★基于业务安全考虑，简化安全问题处置复杂度，需要终端安全防护软件提供可靠的勒索病毒防护和处理解决方案，包括紧急隔离、保留当前状态、恢复云主机、扫描病毒、恢复网络等；并具有事前勒索病毒防护、事中检测疑似勒索、事后勒索病毒向导化处理；（投标文件中提供第三方检测机构出具的带有CMA或CNAS标志的检测报告扫描件）
5.基于业务虚拟机安全考虑，终端安全防护软件具有对虚拟机漏洞情况进行扫描，并获得准确的漏洞扫描结果，扫描后可以查看漏洞详细信息，包括检测时间、检测来源、解决建议、修复流程等；并提供扫描出的漏洞修复能力；

（五）云计算管理平台模块：(含10颗CPU授权)
1.云计算管理平台，和底层资源池部分的（计算虚拟化、存储虚拟化、网络虚拟化、安全虚拟化）均为同一厂商品牌提供；
2.可直观查看虚拟化资源池的使用情况和健康状态，包括集群资源情况，各主机资源使用情况以及集群故障与告警；
3.★为便于数据中心整体运维管理的便捷性，云计算管理平台需支持对主流数据库Oracle、MySQL的深度监控，对数据库故障情况进行告警，实时呈现数据库健康情况，协助提高整体运维效率；平台所有自动和手动的任务执行均有记录，可用于问题追溯、定位，便于进行统一任务管理。（投标文件中提供第三方检测机构出具的带有CMA或CNAS标志的检测报告扫描件）
4. 在统一的云数据库管理界面上提供数据库性能优化工具，支持数据库的实时/历史SQL定位、SQL执行计划分析、事件统计、数据库引擎性能表现监控、计算资源使用率监控、存储资源使用率监控等功能，以及实时的会话管理、会话查杀、阻塞会话终止等功能。（投标文件中提供第三方检测机构出具的带有CMA或CNAS标志的检测报告扫描件）
	5
	台

	2
	超融合存储交换机
	1.交换容量≥4.8Tbps，包转发率≥1600Mpps；
2.支持万兆SFP+端口≥24个、40GE QSFP端口≥6个；
3.支持MAC地址表≥390K、ARP表≥140K、IPv4路由表≥256K，IPv6路由表≥80K；
4.支持 RIP、OSPF、ISIS、BGP 等 IPv4 动态路由协议，支持 RIPng、OSPFv3、ISISv6、BGP4+等 IPv6 动态路由协议；
5.支持统一用户管理功能，支持802.1X/MAC/Portal等多种认证方式，支持分组/分域/分时管理；
6.支持VXLAN功能，支持BGP-EVPN、分布式 Anycast 网关；
7.设备支持安全启动，支持大包校验，端口支持MACsec，攻击溯源等安全特性；
8.设备CPU、NP转发芯片采用国产自研芯片；
9.配置：冗余电源；冗余风扇模块；配置≥8个万兆光模块和配套线缆。
	2
	台

	3
	超融合业务交换机
	1.交换容量≥6.7Tbps，包转发率≥170Mpps；
2.支持固化24个千兆电口，4个万兆SFP+端口，另支持两个专用堆叠口；
3.支持MAC地址≥32K，支持IPv4 FIB表项≥4K，支持IPv6 FIB表项≥1K；
4.支持以太网环网保护协议ERPS，故障倒换时间小于50ms；
5.支持纵向虚拟化，作为纵向子节点零配置即插即用；
6.配置≥2个万兆单模光模块。
	2
	台

	4
	服务器内存条
	1.容量≧64 GB，类型：DDR5 5600 ；要求原厂全新未拆封,确保适配本次新购超融合服务器。
	8
	根


投标人必须书面承诺是否满足以上招标参数。

（二）商务部分调研【各单位请根据本单位实际情况填写】
	评分内容
	评分标准

	项目人员
	投标人针对本项目需求拟配备的项目团队应设置项目经理、安全工程师等，具体评审指标如下：
1. 项目经理
□是/ □否  具有计算机技术与软件专业技术资格（水平）考试的信息系统项目管理师证书 或 工业与信息化部教育与考试中心认证的IT运维工程师（高级）证书；
2. 项目成员（3人）
□是/ □否 都具有计算机技术与软件专业技术资格（水平）考试的系统集成项目管理工程师、系统架构设计师、网络工程师、网络规划设计师;
或 工业与信息化部教育与考试中心认证的系统工程师（高级）、系统集成项目经理（高级）
或 中国信息安全测评中心颁发的注册信息安全专业人员（CISP）证书或信息安全保障人员认证（CISAW）证书；
注：提供以上证书等证明材料原件的清晰扫描件。

	投标人实力
	经中国国家认证认可监督管理委员会认证机构颁发的证书:
□是/ □否 具有信息系统建设和服务能力等级证书
□是/ □否 具有质量管理体系认证；
□是/ □否 具有信息安全管理体系认证；
□是/ □否 具有信息技术服务管理体系认证；
□是/ □否 具有的职业健康安全管理体系认证；
□是/ □否 具有的售后服务相关体系认证；

注：提供以上证书等证明材料原件的清晰扫描件。 

	投标人业绩
	4个及以上近3年内的超融合、大数据平台、虚拟化、服务器、信息安全等信息化类的供货及安装业绩合同：
                                               
                                               
                                               
                                               

说明：投标文件中须提供业绩合同的扫描件/复印件,合同扫描件至少提供封面、服务内容和签字盖章页。



七、其他方面的建议








